
Malware Investigator provides users the ability to submit  
suspected malware files, receive detailed technical information 
about what the malware does and what it may be targeting, 
within an hour. Malware samples submitted will be main-
tained by the FBI in a national database, similar to the way 
they maintain our national fingerprint and DNA databases.

Optimized to work wherever you are, at your desk or in the field.
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The Malware Investigator process begins 
with a user identifying a suspected malicious 
file and then submitting it to Malware 
Investigator for analysis.  

Malware Investigator then applies an extensive 
array of static and dynamic analytic tools in an 
automated, cloud based architecture to determine 
the functionality of the submitted sample.

Finally, Malware Investigator provides a 
customizable report of technical information  
that allows the user to act on the most pertinent 
information to their incident or investigation.  


